Configure Franklin Pierce University VPN Client
1. Open the FortiClient VPN Client application installed on your computer
2. [bookmark: _GoBack]Click the “Hamburger Button” to open the drop-down menu
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3. Check ‘Enable Single Sign On (SSO) for VPN Tunnel’
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4. Click ‘Save’
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5. The VPN Client is now configured, click ‘SAML Login’ to be prompted by Microsoft authentication for your FPU Email and Password
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@ FortiClient - X

Upgrade to the full version to access addifional features and receive technical support.

Edit VPN Connection

VPN [ ]
ConnectionName  [FPUVPN ]
Description [ ]
Remote Gateway [ven frankiinpierce.edu

Customize port
Enable Single Sign On (S50) for VPN Tunnel

Cancel
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@ FortiClient - X

Upgrade to the full version to access addifional features and receive technical support.

VPN Name FPUVPN v

[ Auto Connect [ Always Up

SAML Login
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@ FortiClient
file Help

@ FortiClient VPN

VPN Name
Username

Password

Upgrade to the full version to access addifional features and receive technical support.

1=

Add a new connection

Edit the selected connection
Delete the selected connection

[ save Password [] Auto Connect [ Always Up
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@ FortiClient

Upgrade to the full version to access addifional features and receive technical support.

Edit VPN Connection

VeN
Connection Name [FPUVPN
Description (
Remote Gateway [ven frankiinpierce.edu

FAdd Remote Gateway

Customize port

> [ Enable Single Sign On (550) for VPN Tunel

Client Certificate [None
Authentication O Promptonlogin O Save login

Cancel Save




